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1. Purpose

[Define the purpose of collecting and reviewing InfoSec metrics.]

2. Scope

[Specify which areas are covered: risk treatment, awareness, incident handling, etc.]

3. Sample Metrics

- % of staff completing training  
- Number of open vs. resolved incidents  
- % of high-risk findings remediated on time

4. Review & Reporting

[Describe how and when metrics are reviewed by management.]

5. Improvement Actions

[Outline how metrics are used to drive continual improvement.]